**FOGLIO DI PATTI E CONDIZIONI / CAPITOLATO / DISCIPLINARE / BANDO DI GARA / INVITO**

**Art. XX/Punto XX – TRATTAMENTO DEI DATI PERSONALI**

L’aggiudicatario è tenuto ad osservare, nell'espletamento della prestazione/servizio affidato, nonché di quelle eventualmente aggiuntive realizzabili, ai sensi del presente capitolato d'appalto /disciplinare/bando/foglio patti e condizioni o della legge, il Decreto Legislativo 196/2003 “Codice in materia di protezione dei dati personali” così come modificato ed armonizzato dal Decreto Legislativo 101/2018, nonché il Regolamento UE 679/2016 (di seguito GDPR) e le normative collegate.

Ai sensi dell'articolo 28 del suddetto Regolamento Europeo 679/2016 l'Appaltatore, qualora l’affidamento comporti il trattamento di dati personali di cui l’Ente è Titolare del trattamento, è designato Responsabile del trattamento (di seguito “Responsabile”) dei dati personali e si impegna al pieno rispetto della normativa in vigore sulla protezione dei dati personali. In particolare per ciascun trattamento di propria competenza il Responsabile tratterà i dati secondo i principi di liceità, correttezza e riservatezza. Il Responsabile inoltre tratterà esclusivamente i dati necessari all'espletamento della prestazione affidata e si obbliga ad osservare gli adempimenti derivanti da tale funzione corrispondendo ai requisiti di esperienza capacità ed affidabilità, di cui al citato articolo 28 del GDPR. Il Responsabile dovrà fornire al Titolare del trattamento le informazioni e documenti richiesti, eventuali certificazioni sicurezza, nonché relazione sullo stato di attuazione della normativa sul Modello Organizzativo adottato. Il Titolare del trattamento può richiedere ulteriori misure rispetto a quella adottata dal Responsabile, senza che ciò comporti oneri aggiuntivi a carico del Titolare stesso, né possa dare luogo a pretese da parte dello stesso Responsabile.

Il Responsabile deve designare/autorizzare i propri dipendenti in base a precise caratteristiche tecniche e professionali (ai sensi dell’art. 29 del GDPR e art.2-quaterdecies del D.Lgs. 196/2003 e ss.m.ii.), che operano sotto la propria responsabilità; inoltre dovrà formarli e aggiornarli in materia di protezione dei dati e sicurezza delle informazioni.

Il Responsabile dovrà rispettare le istruzioni impartite dal Titolare, adottando tutte le misure di sicurezza dallo stesso indicate (oggi e in futuro), e conformarsi in applicazione degli artt. 32-36 del GDPR per quanto riguarda i dati trattati presso le proprie sedi, strutture o unità operative.

Richieste pervenute al Titolare in riferimento a Dati Personali trattati dal Responsabile

Il Responsabile dovrà garantire al Titolare il rispetto nei confronti degli interessati (di cui agli articoli 15 e ss del GDPR), istruendo i propri soggetti autorizzati al trattamento sui comportamenti e le procedure da applicare per l’esercizio di tali diritti;

Violazione dei Dati – “Data Breach”

Il Responsabile, nel rispetto dell’art. 33 del GDPR, deve essere dotato di una propria policy di “Data Breach”. Ciò gli permetterà di gestire e affrontare l’eventuale incidente, e effettuarne comunicazione su apposito modello in tempo utile al Titolare, in modo che se l’incidente produce perdita, furto o danni ai dati personali trattati, possano esser fatte entro i tempi di legge le opportune comunicazioni ai soggetti destinatari. Il Responsabile si impegnerà ad assistere il Titolare nelle attività di comunicazione agli interessati e/o di notifica all’Autorità Garante, come previsto dagli artt. 33 e 34 del GDPR, tenendo in considerazione la natura del trattamento e le informazioni in possesso.

Responsabile della Protezione dei Dati - “ex art. 37 del GDPR”

Il Responsabile, ove obbligatorio, dovrà provvedere a nominare la figura del DPO e pubblicare i dati di contatto sul proprio sito web e comunicarli al Titolare.

Per tutto quanto non previsto nel presente articolo/punto si fa rinvio alla disciplina vigente in materia di protezione dei dati personali.

**Art. XX/Punto XX – INFORMATIVA IN MATERIA DI PROTEZIONE DEI DATI PERSONALI**

Ai sensi del D.lgs. 10/08/2018 n. 101 che adegua il D.lgs. 196/2003 alle disposizioni del Regolamento UE 679/2016 (C.D. “GDPR”) in materia di protezione dei dati personali, i dati forniti saranno utilizzati dagli uffici esclusivamente per le finalità di gestione della procedura e saranno trattati successivamente per le finalità connesse alla gestione dell’affidamento, nel rispetto della normativa specifica di cui al D.lgs. 50/2016 “Codice dei contratti pubblici” e normative collegate.

Il trattamento viene effettuato sia con strumenti cartacei sia con supporti informatici a disposizione degli uffici; i dati verranno comunicati al personale dipendente dell’Ente coinvolto nel procedimento e ai soggetti partecipanti alla gara che hanno diritto di post informazione.

Il trattamento è necessario per l'esecuzione di un compito di interesse pubblico. I dati saranno conservati ai fini dei controlli dell’Autorità Nazionale Anticorruzione e per le finalità statistiche e di monitoraggio dei contratti pubblici nei limiti delle previsioni della normativa nazionale.

Titolare del trattamento dei dati personali, con riferimento allo svolgimento della procedura, è il Comune di San Giuseppe Vesuviano, con sede in \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ - Contatti: \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_. Il DPO nominato dal Titolare è contattabile al seguente indirizzo PEC: [dpo@pec.garanteprivacyitalia.it](mailto:dpo@pec.garanteprivacyitalia.it).